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ALEC ERPOSE

“ALEC” has long been a
secretive collaboration
between Big Business and
“conservative” politicians.
Behind closed doors, they
ghostwrite “model” bills to
be introduced in state
capitols across the country.
This agenda-underwritten
by global corporations-
includes major tax
loopholes for big industries
and the super rich,
proposals to offshore U.S.
jobs and gut minimum
wage, and efforts to
weaken public health,
safety, and environmental
protections. Although many
of these bills have become
law, until now, their origin
has been largely unknown.
With ALEC EXPOSED, the
Center for Media and
Democracy hopes more
Americans will study the
bills to understand the
depth and breadth of how
big corporations are
changing the legal rules
and undermining democracy
across the nation.

DID YOU KROW? Corporations VOTED to adopt this. Through ALEC, global companies
work as “equals” in “unison” with politicians to write laws to govern your life. Big
Business has “a VOICE and a VOTE,” according to newly exposed documents. You?

ALEC’s Corporale Board

-in recent past or present
o AT&T Services, Inc.

« centerpoint360

« UPS

 Bayer Corporation

¢ GlaxoSmithKline

o Energy Future Holdings

¢ Johnson & Johnson

¢ Coca-Cola Company

« PhRMA

o Kraft Foods, Inc.

¢ Coca-Cola Co.

« Pfizer Inc.

« Reed Elsevier, Inc.

« DIAGEO

« Peabody Energy

o Intuit, Inc.

¢ Koch Industries, Inc.

« ExxonMobil

¢ Verizon

« Reynolds American Inc.

« Wal-Mart Stores, Inc.

« Salt River Project

o Altria Client Services, Inc.

e American Bail Coalition

o State Farm Insurance

For more on these corporations,
search at www.SourceWatch.org.

Home Model Legislation ~ Telecommunications and Information
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Did you know that global
telecommunications company
AT&T was the corporate co-
chair in 20117

Computer Protection Act

Summary

Prohibits a person from using specified protected computers to relay or retransmit
commercial electronic mail messages with the intent to deceive or mislead recipients or
an electronic mail service provider under specified circumstances; prohibits a person from
materially falsifying header information in commercial electronic mail messages under
specified circumstances; prohibits a person from registering for electronic mail accounts
or domain names under specified circumstances; provides for specified penalties and
fines; etc.

Model Legislation

An Act to amend and reenact [insert appropriate sections]

Be it enacted by state of [insert state]:

That [insert appropriate sections] are amended and reenacted as follows:

Section 1. {Definitions}

(1) In this section the following words have the meanings indicated.

(2) “Commercial electronic mail message” means an electronic message sent primarily for
the purpose of commercial advertisement or promotion of:

(1) A commercial product;

(I1) A commercial service;

(1) The content on an Internet website; or

(IV) A website operated for a commercial purpose.

(3) “Domain name” means any alphanumeric designation that is registered with or
assigned by a domain name registrar, domain name registry, or other domain name
registration authority as part of an electronic mail address on the Internet.
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(4) “Electronic mail service provider” means any person, including an Internet service
provider, that is an intermediary in sending and receiving electronic mail and that
provides to the public the ability to send or receive electronic mail to or from an
electronic mail account or online user account.

(5) “Financial institution” means any financial institution of the type supervised under
[statute regulating financial institutions], whether or not State-chartered.

(6) “Header information” means the source, destination, and routing information
attached to an electronic mail message, including the originating domain name and
originating electronic mails, and any other information that appears in the line identifying
or purporting to identify a person initiating the message, and technical information that
authenticates the sender of an electronic mail message for network security or network
management purposes.

(7) The term “initiate”, when used with respect to a commercial electronic mail message,
means to originate or transmit the message or to procure the origination or transmission

of the message and does not include actions that constitute routine conveyances of such
message.

(8) “Internet” means the international computer network of both federal and nonfederal
interoperable packet switched data networks.

(9) “Internet protocol address” means the string of numbers by which a location on the
Internet is identified by routers or other computers connected to the Internet.

(10) “Materially falsified” means altered or concealed in a manner that would impair the
ability of one of the following to identify, locate, or respond to a person who initiated an
electronic mail message or to investigate an alleged violation of this section:

(1) A recipient of the message;

(I1) An Internet access service processing the message on behalf of a recipient;

(I11) A person alleging a violation of this section; or

(V) A law enforcement agency.

(11) “Multiple” means:

(1) More than 10 commercial electronic mail messages during a 24-hour period;

(1) More than 100 commercial electronic mail messages during a 30-day period; or

(I11) More than 1,000 commercial electronic mail message during a 1-year period.

(12) “Protected computer” means a computer used in intrastate or interstate
communication.

(13) “Routine conveyance” means the transmission, routing, relaying, handling, or
storing, through an automatic technical process, of an electronic mail message for which
another person has identified the recipients or provided the recipients’ addresses.

Section 2. {Violations} A person may not conspire to or knowingly:

(1) Use a protected computer of another to relay or retransmit multiple commercial
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electronic mail messages with the intent to deceive or mislead recipients or an electronic
mail service provider as to the origin of the message;

(2) Materially falsify header information in multiple commercial electronic mail messages
and intentionally initiate the transmission of the messages;

(3) Register, using information that materially falsifies the identity of the actual registrant,
for 15 or more electronic mail accounts or on-line user accounts of two or more domain
names and intentionally initiate the transmission of multiple commercial electronic mail
messages from one or any combination of accounts or domain names;

(4) Falsely represent the right to use five or more Internet protocol addresses and
intentionally initiate the transmission of multiple commercial electronic mail messages
from the Internet protocol addresses;

(5) Access a protected computer of another without authorization, and intentionally
initiate the transmission of multiple electronic mail advertisements from or through the
protected computer;

(6) Violate item (1), (2), (3), (4), or (5) of this subsection by providing or selecting
addresses to which a message was transmitted, knowing that:

(1) The electronic mail addresses of the recipients were obtained using an automated
means from an Internet website or proprietary online service operated by another person;
and

(I1) The website or online service included, at the time the addresses were obtained, a
notice stating that the operator of the website or online service will not transfer addresses
maintained by the website or online service to any other party for the purposes of
initiating or enabling others to initiate electronic mail messages; or

(7) Violate item (1), (2), (3), (4), or (5) of this subsection by providing or selecting
electronic mail addresses of recipients obtained using an automated means that
generates possible electronic mail addresses by combining names, letters, or numbers
into numerous permutations.

Section 3. {Penalties}

(1) A person who violates subsection (B)(1), (2), (3), (4), or (5) of this section is guilty of
a felony and on conviction is subject to imprisonment not exceeding 3 years or a fine not
exceeding $5,000 or both.

(2) A person who violates subsection (B)(1), (2), (3), (4), or (5) of this section involving
the transmission of more than 250 commercial electronic mail messages during a 24-
hour period, 2,500 commercial electronic mail messages during any 30-day period, or
25,000 commercial electronic mail messages during any 1-year period is guilty of a felony
and on conviction is subject to imprisonment not exceeding 5 years or a fine not
exceeding $10,000 or both.

(3) A person who violates subsection (B)(3) or (B)(4) of this section involving 20 or more
electronic mail accounts or 10 or more domain names and intentionally initiates the
transmission of multiple commercial electronic mail messages from the accounts or using
the domain names is guilty of a felony and on conviction is subject to imprisonment not
exceeding 5 years or a fine not exceeding $10,000 or both.

(4) A person who violates subsection (B)(1), (2), (3), (4), or (5) of this section that causes
a loss of $500 or more during any l-year period is guilty of a felony and on conviction is
subject to imprisonment not exceeding 5 years or a fine not exceeding $10,000 or both.

(5) A person who violates subsection (B)(1), (2), (3), (4), or (5) of this section in concert
with three or more other persons as the leader or organizer of the action that constitutes
the violation is guilty of a felony and on conviction is subject to imprisonment not
exceeding 5 years or a fine not exceeding $10,000 or both.
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(6) A person who violates subsection (B)(1), (2), (3), (4), or (5) of this section in
furtherance of a felony, or who has previously been convicted of an offense under the
laws of this state, another state, or under any Federal law involving the transmission of
multiple commercial electronic mail messages is guilty of a felony and on conviction is
subject to imprisonment not exceeding 10 years or a fine not exceeding $25,000 or both.

(7) A person who violates subsection (b)(6) or (7) of this section is guilty of a felony and
on conviction is subject to imprisonment not exceeding 1 year or a fine not exceeding
$5,000 or both.

Section 4. {Forfeiture} In addition to any other sentence authorized by law, the
court may direct that a person convicted of a violation of this section forfeit to the state:

(1) Any moneys and other income, including all proceeds earned but not yet received by
a defendant from a third party as a result of the defendant’s violation of this section; and

(2) All computer equipment, computer software, and personal property used in
connection with a violation of this section known by the owner to have been used in
violation of this section.

Section 4. {Civil action by attorney general}

(1) An action brought under this subsection shall be commenced within 2 years after the
commission of the act.

(2) The attorney general may institute a civil action against a person who violates this
section to recover a civil penalty not exceeding:

(1) $25,000 per day of violation; or

(1) Not less than $2 nor more than $8 per commercial electronic mail message initiated
in violation of this section.

(1) For any violation of this Act, the amount determined under paragraph (2) may not
exceed $2,000,000.

(3) The attorney general may seek an injunction in a civil action to prohibit a person who
has engaged in or is engaged in a violation of this section from engaging in the violation.

(4) The attorney general may enforce criminal violations of this section.

Section 5. {Lawfulness of electronic mail service provider policies} Nothing
in this section shall be construed to have any effect on the lawfulness of the adoption,
implementation, or enforcement by an electronic mail service provider of a policy of
declining to transmit, route, relay, handle, or store certain types of electronic mail
messages under any other provision of law.

Adopted by the Telecommunications & Information Technology Task Force at the Annual
Meeting July 28, 2000, amended at the Annual Meeting August 1, 2003; amended at the
Annual Meeting July 30, 2004. Approved by the full ALEC Board of Directors August,
2004.

About US and ALEC EXPOSED. The Center for Media and Democracy reports on corporate spin and government
propaganda. \We are located in Madison, Wisconsin, and publish www.PRWatch.org, www.Source\Watch.org,
and now www.ALECexposed.org. For more information contact: editor@prwatch.org or 608-260-9713.
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